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WHAT IS E-COMMERCE?
It is defined as the buying and selling of products and services by businesses and consumers through an electronic medium, without using any paper documents. E-commerce is widely considered the buying and selling of products over the internet, but any transaction that is completed solely through electronic measures can be considered e-commerce. E-commerce is subdivided into three categories: business to business or B2B (Cisco), business to consumer or B2C (Amazon), and consumer to consumer or C2C (eBay). It is also called electronic commerce.
TYPES OF E-COMMERCE
Generally speaking, when we think of e-commerce, we think of an online commercial transaction between a supplier and a client. However, and although this idea is right, we can be more specific and actually divide e-commerce into four major types, all with different characteristics.

There are 4 basic types of e-commerce:

· Business-to-Business (B2B)

· Business-to-Consumer (B2C)

· Consumer-to-Consumer (C2C)

· Consumer-to-Business (C2B)
1. Business-to-Business (B2B)

Business-to-Business (B2B) e-commerce encompasses all electronic transactions of goods or services conducted ​​between companies. It is a situation where one business makes transaction with another, this typically occurs when a business is sourcing materials or services for their production process or for operational reasons. Producers and traditional commerce wholesalers typically operate with this type of electronic commerce. 
2. Business-to-Consumer (B2C)

The Business-to-Consumer type of e-commerce is distinguished by the establishment of electronic business relationships between businesses and final consumers. It corresponds to the retail section of e-commerce, where traditional retail trade normally operates.

These types of relationships can be easier and more dynamic, but also more sporadic or discontinued. This type of commerce has developed greatly, due to the advent of the web, and there are already many virtual stores and malls on the Internet, which sell all kinds of consumer goods, such as computers, software, books, shoes, cars, food, financial products, digital publications, etc.

When compared to buying retail in traditional commerce, the consumer usually has more information available in terms of informative content and there is also a widespread idea that you’ll be buying cheaper, without jeopardizing an equally personalized customer service, as well as ensuring quick processing and delivery of your order.

3. Consumer-to-Consumer (C2C)

Consumer-to-Consumer (C2C) type e-commerce encompasses all electronic transactions of goods or services conducted ​​between consumers. Generally, these transactions are conducted through a third party, which provides the online platform where the transactions are actually carried out.

4. Consumer-to-Business (C2B)

In C2B there is a complete reversal of the traditional sense of exchanging goods. This type of e-commerce is very common in crowdsourcing based projects. A large number of individuals make their services or products available for purchase for companies seeking precisely these types of services or products.

Examples of such practices are the sites where designers present several proposals for a company logo and where only one of them is selected and effectively purchased. Another platform that is very common in this type of commerce are the markets that sell royalty-free photographs, images, media and design elements.
Both models involving Public Administration (B2A and C2A) are strongly associated to the idea of efficiency and easy usability of the services provided to citizens by the government, with the support of information and communication technologies.

BENEFITS OF E-COMMERCE
The main advantage of e-commerce is its ability to reach a global market, without necessarily implying a large financial investment. The limits of this type of commerce are not defined geographically, which allows consumers to make a global choice, obtain the necessary information and compare offers from all potential suppliers, regardless of their locations.

By allowing direct interaction with the final consumer, e-commerce shortens the product distribution chain, sometimes even eliminating it completely. This way, a direct channel between the producer or service provider and the final user is created, enabling them to offer products and services that suit the individual preferences of the target market.

E-commerce allows suppliers to be closer to their customers, resulting in increased productivity and competitiveness for companies; as a result, the consumer is benefited with an improvement in quality service, resulting in greater proximity, as well as a more efficient pre and post-sales support. With these new forms of electronic commerce, consumers now have virtual stores that are open 24 hours a day.

Cost reduction is another very important advantage normally associated with electronic commerce. The more trivial a particular business process is, the greater the likelihood of its success, resulting in a significant reduction of transaction costs and, of course, of the prices charged to customers.

The main benefits of E-Commerce are:

1. Immediacy - No going to the shops or waiting in queues.

2. Price - Goods bought online tend to be cheaper.

3. Choice - The range of goods available is vast and with sites like http://www.konga.com that let you compare goods from many retailers it is easy to find what you want.

4. 24-hour availability - The shop never closes.

5. Speed - You'll locate what you want much quicker.

6. Global markets - Neither you nor the vendor are restricted to your/their locality.

7. Interactivity - Get immediate feedback on prices, features etc.

8. Less paperwork - Always a good thing!

COMPUTER SECURITY IS VITAL TO THE SURVIVAL OF A BUSINESS 

Computer security is important, primarily to keep your business information protected. It’s also important for your computer’s overall health, helping to prevent viruses and malware and helping programs run more smoothly.

Too often, computer and network security is not thought about until a problem arises. At this point, a breach in security can cause huge and potentially harmful problems to your business and/or your customers. By setting up a security plan and an emergency action plan, you can know that the information held in your computers and networks is safe and secure.

Technology has progressed so much that it would be no surprise if your computer is hacked and you are completely unaware of the reasons for it. On a personal level, the computer security includes only the downloading and installation of anti-virus software and firewall settings. However, when the same problem arises in a business organization, then the solution cannot be as simple as in the personal computer networks. As the risks are many in a business organization, there should be a complete system dedicated to securing the networks.

Any business organization should monitor its system for potential unauthorized access and other kind of attacks. In order to safeguard sensitive information, it is important to perform routine checks and create a reliable and safe network. Every year, many organizations, corporations and governments dedicate a substantial chunk of their investment on their computer and network security. It is crucial to establish a safe and secure network.

The first step is to protect from potential outside problems. Cyber criminals, hackers, and identity thieves present real and dangerous threats to any online system. Your IT solution should always have adequate firewalls, antivirus software, virtual private networks, and intrusion prevention. You want to make sure that all your security components are communicating with each other, making you aware of any potential gaps or breaches in your security systems. You also want to make sure that all your employees are aware of the dangers of opening attachments or web links that are sent by unknown parties. These emails can be a dangerous activity known as “phishing,” with hackers trying to access or steal passwords and other private information.

The second level of security is inner security. Depending on the type of business you run, it can be helpful to set up different levels of access throughout your computer systems. These access levels ensure that important or sensitive information is only available to those who have the right level of clearance. Make sure that your employees know how to pick strong passwords, which will help keep their individual accounts secure.

Despite your precautions, it is always possible that your system will be breached. This is why it is important to have an emergency action plan, a plan that is devised to shut down and protect your system in case of an attack or breach. Make sure that all pertinent personnel are aware of the plan in case you need to implement it. This plan will help contain any damage or unintended sharing of private information, allowing you to keep control of the situation.

IMPORTANCE OF COMPUTER SECURITY FOR BUSINESS ORGANIZATION:
1. To Protect Company’s Assets- This can be considered as the primary goal of securing the computers and computer networks. The assets mean the information that is stored in the computer networks, which are as crucial and valuable as the tangible assets of the company. The computer and network security is concerned with the integrity, protection and safe access of the confidential information. It also involves the accessibility of information in a meaningful manner.
2. To Comply with Regulatory Requirements and Ethical Responsibilities- It is the responsibility of every organization to develop procedures and policies addressing the security requirements of every organization. These policies work for the safety and security of any organization and are compulsory for any organization working on computers. Protection of company’s assets would mean that it is protected from liability addressing to the ethical responsibilities of an organization.
3. For Competitive Advantage- Developing an effective security system for networks will give the organization a competitive edge. In the arena of Internet financial services and e-commerce, network security assumes prime importance. The customers would avail the services of internet banking only if the networks are secured.

THE PURPOSE OF INFORMATION SYSTEM FROM A BUSINESS PERCEPECTIVE
An information system is a set of interrelated components that collect or retrieve process, store, and distribute information to support decision making and control in an organization. Information systems can also be used to analyze problems, visualize complex subjects, and create new products.

From a business perspective, information systems are part of a series of value-adding activities for acquiring, transforming, and distributing information that managers can use to improve decision making, enhance organizational performance, and ultimately increase firm profitability.

The business perspective calls attention to the organizational and managerial nature of information systems. An information system represents an organizational and management solution based on information technology to a challenge or problem posed by the environment.

Some firms achieve better results from their information systems than others. Studies of returns from information technology investments show that there is considerable variation in the returns firms receive. Reasons for lower return on investment include failure to adopt the right business model that suits the new technology or seeking to preserve an old business model that is doomed by new technology.

An information system (IS) is an organized system for the collection, organization, storage and communication of information. More specifically, it is the study of complementary networks that people and organizations use to collect, filter, process, create and distribute data. 
MAJOR PURPOSE OF INFORMATION SYSTEM

1. Information Storage and Analysis: At the date of publication, many companies no longer manage their data and information manually with registers and hard-copy formats. Through the adoption of information systems, companies can make use of sophisticated and comprehensive databases that can contain all imaginable pieces of data about the company. Information systems store, update and even analyze the information, which the company can then use to pinpoint solutions to current or future problems. Furthermore, these systems can integrate data from various sources, inside and outside the company, keeping the company up to date with internal performance and external opportunities and threats.
2. Assist with Making Decisions: The long-term success of a company depends upon the adequacy of its strategic plans. An organization’s management team uses information systems to formulate strategic plans and make decisions for the organization's longevity and prosperity. The business uses information systems to evaluate information from all sources, including information from external references such as Reuters or Bloomberg, which provide information on the general economy. This analysis of and comparison to market trends helps organizations analyze the adequacy and quality of their strategic decisions.
3. Assist with Business Processes: Information systems aid businesses in developing a larger number of value added-systems in the company. For example, a company can integrate information systems with the manufacturing cycle to ensure that the output it produces complies with the requirements of the various quality management standards. Adoption of information systems simplifies business processes and removes unnecessary activities. Information systems add controls to employee processes, ensuring that only users with the applicable rights can perform certain tasks. Further, information systems eliminate repetitive tasks and increase accuracy, allowing employees to concentrate on more high-level functions. Information systems can also lead to better project planning and implementation through effective monitoring and comparison against established criteria.

4. Communication Systems: Part of management is gathering and distributing information, and information systems can make this process more efficient by allowing managers to communicate rapidly. Email is quick and effective, but managers can use information systems even more efficiently by storing documents in folders that they share with the employees who need the information. This type of communication lets employees collaborate in a systematic way. Each employee can communicate additional information by making changes that the system tracks. The manager collects the inputs and sends the newly revised document to his target audience.
5. Operations Management: How you manage your company's operations depends on the information you have. Information systems can offer more complete and more recent information, allowing you to operate your company more efficiently. You can use information systems to gain a cost advantage over competitors or to differentiate yourself by offering better customer service. Sales data give you insights about what customers are buying and let you stock or produce items that are selling well. With guidance from the information system, you can streamline your operations.
6. Decision-Making: The business information system can help you make better decisions by delivering all the information you need and by modeling the results of your decisions. A decision involves choosing a course of action from several alternatives and carrying out the corresponding tasks. When you have accurate, up-to-date information, you can make the choice with confidence. If more than one choice looks appealing, you can use the information system to run different scenarios. For each possibility, the system can calculate key indicators such as sales, costs and profits to help you determine which alternative gives the most beneficial result.
7. Record-Keeping: Your business needs records of its activities for financial and regulatory purposes as well as for finding the causes of problems and taking corrective action. The information system stores documents and revision histories, communication records and operational data. The trick to exploiting this recording capability is organizing the data and using the system to process and present it as useful historical information. You can use such information to prepare cost estimates and forecasts and to analyze how your actions affected the key company indicators.
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